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1
Decision/action requested

This contribution proposes a conclusion on key issue #3 and key issue #4. 
2
References
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3GPP TR 33.847 "Study on security aspects of enhancement for proximity based services in the 5G System (5GS)"
3
Rationale

This contribution proposes a conclusion to key issue #3 and key issue #4.

4
Detailed proposal

It is proposed to conclude key issue #3 and key issue #4 in the study in [1].

**** START OF CHANGES ****
7
Conclusions

Editor’s Note: This clause contains the agreed conclusions.
7.3
Key Issue #3: Security of UE-to-Network Relay
For Key issue #3 (Security of UE-to-Network Relay), the following conclusions have been made:

· It is concluded that the approach of using user plane for key management of security keys used for PC5 communication, between the Remote UE and the UE-to-network relay, is adopted as the basis for normative work.

· It is concluded that a new 5G PKMF function for commercial services, internal to PLMN, is supporting the key management of security keys used for PC5 communication (between the Remote UE and the UE-to-network relay), which is accessed in the user plane, is adopted as the basis for normative work.

7.4
Key issue #4: Authorization in the UE-to-Network relay scenario

Same conclusions as for Key Issue #3.
**** END OF CHANGES ****
